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Introduction 
 

Welcome to the Orthrus Compliance Handbook, your indispensable resource for navigating the 

intricacies of compliance with the European Union's AI Act. This introduction sets the stage for your 

journey through the handbook, providing essential context and guidance on how to make the most of 

this valuable resource. 

Brief Overview of the Orthrus RegTech Tool 
Orthrus is at the forefront of RegTech innovation, designed to facilitate and simplify your compliance 

efforts. It is a powerful platform tailored to meet the specific needs of governance, risk, and compliance 

professionals. Orthrus combines cutting-edge technology with a deep understanding of regulatory 

requirements, making it your trusted ally in achieving compliance with the EU AI Act. 

Purpose of the Compliance Handbook 
The primary purpose of this handbook is to empower professionals like you with the knowledge, tools, 

and guidance necessary to navigate the EU AI Act successfully. Whether you are tasked with ensuring 

compliance, improving risk management, or enhancing the ethical deployment of AI technologies, this 

handbook provides the essential information you need to achieve these goals. Our aim is to make the 

complex task of AI compliance accessible and manageable. 

How to Use this Handbook 
This handbook is designed to be your structured roadmap through the compliance landscape. You can 

use it in a manner that best suits your current needs and interests. Whether you are new to the EU AI 

Act or looking to deepen your expertise, the handbook is organized to provide relevant insights and 

practical guidance for each chapter. Here's how you can make the most of it: 

• Sequential Learning: If you're new to the EU AI Act or Orthrus, consider starting from Chapter 

1 and progressing sequentially. This will provide a comprehensive foundation. 

• Topic-Based Exploration: If you have specific questions or areas of interest, feel free to jump to 

the chapters that address those topics directly. 

• Quick Reference: As you become more familiar with the content, this handbook can serve as a 

valuable quick reference resource, helping you find answers and guidance quickly. 

In each chapter, you will find professional, concise, and relevant information tailored to your role as a 

governance, risk, and compliance professional. The content is crafted to offer practical insights and 

actionable steps to ensure your compliance journey is as effective and efficient as possible. 

We encourage you to use this handbook as a tool to enhance your understanding of the EU AI Act and 

as a guide to leverage Orthrus effectively in your compliance efforts. Your commitment to ethical, legal, 

and responsible AI is at the heart of our mission, and we are here to support you every step of the way. 
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Chapter 1: Understanding the EU AI Act 
 

Welcome to the cornerstone of your journey through the Orthrus Compliance Handbook. In this 

chapter, we dive into the intricacies of the European Union's AI Act, providing you with the essential 

knowledge needed to navigate the regulatory landscape and ensure compliance. This chapter is divided 

into three main sections: Explanation of the EU AI Act's Key Provisions, Importance of Compliance, and 

How Orthrus Supports Compliance. 

Explanation of the EU AI Act's Key Provisions 
The European Union's AI Act stands as a pivotal piece of legislation, setting the groundwork for 

responsible AI deployment. In this section, we embark on a comprehensive exploration of the key 

provisions that define the AI Act. These provisions form the backbone of the regulation, outlining its 

primary objectives, principles, and the scope within which it applies. 

• Core Objectives: At its core, the EU AI Act aims to ensure that artificial intelligence is developed 

and utilized in a manner that is trustworthy, transparent, and respectful of fundamental rights. 

It seeks to establish a legal framework that fosters innovation while mitigating risks. 

• Principles: The legislation is underpinned by several fundamental principles, including 

transparency, accountability, data quality, and human oversight. We will delve into each of 

these principles, explaining their significance and practical implications for organizations. 

• Scope of Application: Understanding where the AI Act applies is crucial for compliance. We will 

outline the scope, including the types of AI systems it covers and those that fall outside its 

purview. This knowledge will help you determine the specific regulatory requirements that 

relate to your organization's AI systems. 

Importance of Compliance 
Compliance with the EU AI Act transcends mere legal obligations; it is a fundamental ethical imperative. 

In this part of the chapter, we will underscore the paramount importance of adhering to this legislation, 

both from a legal and ethical perspective. 

• Legal Obligations: We will explore the legal requirements set forth by the EU AI Act and the 

potential consequences of non-compliance. It is crucial to recognize that adherence to the law 

is not optional; it is a binding commitment that organizations must uphold. 

• Ethical Considerations: Beyond legal obligations, compliance with the AI Act addresses essential 

ethical considerations. It entails a commitment to responsible AI practices, ensuring that AI 

technologies respect fundamental human rights and societal values. 

• Trust and Reputation: Compliance with the AI Act can significantly impact an organization's 

trustworthiness and reputation. We will delve into how aligning with these regulatory 

standards can enhance your organization's image in the market and among consumers. 
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How Orthrus Supports Compliance 
Orthrus is not just a tool; it is your strategic partner in achieving compliance with the EU AI Act. In this 

section, we will elucidate how Orthrus streamlines the compliance process, offering practical solutions 

at every step. 

• AI System Identification: Orthrus simplifies the identification of AI systems, helping you 

determine which aspects of the AI Act apply to your organization. It provides guidance on 

gathering necessary information and assists in categorizing your AI systems accurately. 

• Risk Assessment: Orthrus employs a robust methodology to assess and classify AI systems 

based on the criteria specified in the AI Act. This ensures that risk assessment is conducted with 

precision and consistency. 

• Monitoring and Reporting: Orthrus facilitates post-market monitoring and risk reporting, 

helping organizations stay in compliance with ongoing obligations. It provides tools and 

features to track AI system performance and emerging risks, making timely reporting efficient 

and effective. 
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Chapter 2: Getting Started with Orthrus 
 

Registration and Setup Process: 
Getting started with Orthrus is a structured and crucial phase in your compliance journey. This section 

provides a step-by-step guide to ensure you commence your compliance efforts on a strong foundation. 

Register your organization on the Orthrus platform: 
The registration process is your initial gateway to Orthrus. Here are the steps to create your 

organizational account: 

• Visit the Orthrus platform: Access the Orthrus platform through your web browser and locate 

the registration portal. 

• Organization details: Enter your organization's information, including the name, industry, and 

location. This information helps tailor Orthrus to your specific needs. 

• Admin account creation: Designate an administrator for your organization's Orthrus account. 

The administrator will have the authority to configure the platform and manage user roles and 

permissions. 

• Verification: Verify your organization's identity as part of the registration process. This typically 

involves providing official documentation or identification. 

• Completing registration: Once your organization's details are verified, you'll receive 

confirmation and access to your Orthrus account. 

Customize your Orthrus profile: 
Your organization's compliance needs are unique, and Orthrus is designed to adapt. Here's how to 

customize your Orthrus profile: 

• User profile setup: Each user within your organization should set up their individual profiles. 

This includes details like their name, contact information, and preferred language. 

• Compliance preferences: Configure your organization's compliance preferences within the 

platform. These preferences help Orthrus align seamlessly with your specific compliance 

requirements. 

• Notification settings: Tailor your notification settings to receive alerts and updates relevant to 

your compliance activities. You can choose to receive notifications via email, in-platform alerts, 

or both. 

• Language preferences: Choose the language in which you prefer to interact with the Orthrus 

platform. This ensures that all communication and interface elements are in your preferred 

language. 

Configuring your Orthrus profile ensures that the platform is optimized to serve your organization's 

unique compliance needs effectively. 
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Navigating the Orthrus Dashboard: 
After your organization is registered and set up, it's time to become well-acquainted with the Orthrus 

dashboard. The dashboard serves as the central hub for managing your compliance-related tasks and 

data. 

Overview of the Orthrus dashboard: 
Understanding the layout, features, and functionalities of the dashboard is key to efficient compliance 

management. Here's what you need to know: 

• Dashboard components: Familiarize yourself with the various components of the dashboard, 

including navigation menus, widgets, and data displays. 

• Data organization: Learn how data is organized within the dashboard, making it easy to access 

and manage your compliance information. 

• Key features: Discover the essential features that enable you to identify AI systems, assess risks, 

generate reports, and monitor compliance within the dashboard. 

Guidance on navigation: 
Navigating the Orthrus dashboard efficiently is essential for streamlined compliance management. 

Here's how to move around the dashboard effortlessly: 

• Menu navigation: Explore how to access different sections of the dashboard through the 

navigation menu. This includes sections for AI system identification, risk assessment, report 

generation, and more. 

• Search and filter options: Learn how to use search and filter options to locate specific AI 

systems, reports, or compliance data quickly. 

• Shortcut keys: Discover shortcut keys that can speed up navigation and improve your workflow 

within the platform. 

Streamlining compliance tasks: 
The dashboard is not just for visualization; it's your control center for managing compliance tasks. 

Here's how to utilize the dashboard to streamline various tasks: 

• Identifying AI systems: Use the dashboard to access the AI system identification tool, where 

you can input data and categorize your organization's AI systems. 

• Assessing risks: Access the risk assessment section to evaluate and classify AI systems based on 

predefined criteria. 

• Generating comprehensive risk reports: Utilize the dashboard to generate detailed risk reports, 

which are essential for compliance documentation and reporting. 

Understanding the Orthrus dashboard is fundamental for efficient compliance management. This 

section equips you with the knowledge needed to use the platform effectively, ensuring a solid 

foundation for your compliance journey. 
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User Roles and Permissions: 
Managing user roles and permissions is a crucial element of maintaining data security and privacy within 

the Orthrus platform. In this section, we explore the different roles available within Orthrus and how 

they impact data access and utilization. 

Defining and allocating user roles: 
Defining and assigning user roles is essential for organizing responsibilities and permissions within your 

Orthrus environment: 

• User role hierarchy: Understand the hierarchy of user roles, including administrators, 

compliance officers, and users, and how their responsibilities differ. 

• Allocating roles: Learn how to assign roles to individuals within your organization based on their 

responsibilities and the access levels required for their tasks. 

Best practices for managing user permissions: 
Effective user permission management is crucial for ensuring data protection and compliance: 

• Permission structure: Develop a clear and structured permission system that aligns with your 

organization's needs and compliance requirements. 

• Adjusting permissions: Understand the process of adjusting permissions as roles or 

responsibilities change within your organization. This includes granting and revoking access as 

needed. 

Strategies for maintaining a secure and compliant environment: 
Maintaining a secure and compliant environment within Orthrus requires ongoing efforts: 

Regular review: Implement a regular review process to ensure that user roles and permissions are up 

to date and aligned with your organization's compliance strategy. 

Training and communication: Provide training and clear communication to users regarding their roles 

and responsibilities, as well as the importance of data security and compliance. 
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Chapter 3: Identifying an AI System 
 

Step-by-Step Guide to Identifying an AI System 

Initial Assessment: 
To begin the process of identifying AI systems within your organization, it's crucial to conduct an initial 

assessment. This involves comprehending the scope of your AI systems. By performing this preliminary 

evaluation, you can determine which systems fall under the regulatory purview of the EU AI Act, thereby 

defining the boundaries of your compliance efforts. Consider factors such as the system's functionality, 

its use, and its potential impact to decide whether it should be included in the compliance assessment. 

Data Gathering: 
Identifying the necessary information and data is pivotal for accurate identification. You'll need to 

gather a spectrum of data to create a comprehensive overview of your AI systems. This includes system 

documentation, usage data, and technical specifications. Ensure that your data collection is structured 

and thorough to avoid gaps in your knowledge. Organize the data efficiently to facilitate the subsequent 

stages of the compliance process. 

Categorization: 
Categorization is the key to effective risk assessment. You need to classify your AI systems based on 

their characteristics and functionalities. This categorization will ensure that the systems are 

appropriately aligned with the requirements of the EU AI Act. The Act has different obligations for 

various categories of AI systems, so this step is vital in determining how your systems will be assessed 

for compliance. 

Documentation: 
Detailed documentation is the bedrock of accurate identification. You should maintain meticulous 

records of all pertinent information for each AI system. This documentation will serve as the basis for 

risk classification and reporting. Ensure that your records are organized and accessible, making it easier 

to demonstrate your compliance efforts when required. 

Verification: 
Verification procedures play a critical role in ensuring the accuracy and completeness of your 

identification process. Implement verification steps to confirm that no AI systems have been overlooked 

or misclassified. This is a crucial final check to enhance the reliability of your identification efforts and 

safeguard against compliance oversights. 

Data Collection and Input Requirements 

Data Elements: 
Accurate identification of AI systems relies on the collection of specific data elements. These elements 

serve as the building blocks for your compliance process. They encompass technical specifications, 

intended use, data sources, and more. Understanding the significance of these data elements is 

essential to creating a comprehensive profile for each AI system, enabling more accurate risk 

assessment and compliance reporting. 
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Data Sources: 
Understanding where to find the necessary data is vital for efficient identification. This may include 

technical documentation, usage records, third-party data sources, and more. Identifying the right 

sources is critical for accurate identification, and knowing where to look can simplify the data collection 

process. 

Data Accuracy: 
The accuracy of data input directly impacts the quality of identification results. Emphasize the 

importance of accurate data collection and its impact on the reliability of your compliance efforts. Learn 

how to verify data accuracy during the collection process and establish methods to maintain this 

accuracy throughout the identification process. 

Common Challenges and Solutions 

Data Incompleteness: 
Dealing with incomplete or missing data can be a common challenge during the identification process. 

These gaps can hinder the accurate identification of AI systems. Explore strategies for addressing data 

incompleteness, such as leveraging available data, using data extrapolation, or seeking supplementary 

data sources to fill in the gaps. 

Ambiguity in System Functions: 
In cases where the functions and purposes of AI systems are not clearly defined, it's essential to have a 

strategy to handle ambiguity. This ensures that these systems are appropriately classified under the EU 

AI Act. Strategies may involve collaboration with experts, conducting functional tests, and involving 

cross-functional teams to gain a clear understanding of system functions. 

Legacy Systems: 
Legacy AI systems that lack comprehensive documentation can pose a unique challenge. Finding 

solutions for identifying and categorizing these older systems is critical to ensuring their inclusion in 

compliance efforts. This might involve historical records, reverse engineering, or expert interviews to 

gather necessary data. 

Third-party Systems: 
Third-party AI systems come with their own set of challenges, including data access and documentation 

sharing limitations. Learn how to deal with these challenges when assessing AI systems provided by 

third-party vendors. Establish clear communication and collaboration channels with vendors and define 

responsibilities for compliance assessments. 

Scalability: 
Efficiently identifying AI systems at scale, especially in large organizations with numerous systems, can 

be daunting. To address this, explore methods for managing the identification process efficiently. 

Consider automation, parallel processing, and prioritization strategies to ensure that your identification 

process can handle the volume of AI systems in your organization. 
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Chapter 4: Risk Classification  
 

How Orthrus Assesses and Classifies AI Systems 
In this section, we explore how Orthrus takes the lead in the crucial process of assessing and classifying 

AI systems. Orthrus employs a systematic methodology and cutting-edge capabilities to simplify and 

streamline risk classification, enabling organizations to achieve compliance with the EU AI Act 

effectively. 

• Methodology: Orthrus employs a sophisticated methodology that combines comprehensive 

data analysis and AI-driven algorithms. The methodology systematically assesses AI systems by 

examining various critical factors, including system functionalities, data usage, and other 

pertinent attributes. This holistic approach ensures a thorough evaluation of each system, 

allowing for more accurate risk classification. 

• Automation: Orthrus has been designed with automation in mind, significantly reducing 

manual efforts and human errors. By automating the risk classification process, Orthrus ensures 

consistency in assessments across all AI systems. This not only saves time but also enhances 

the accuracy of classification, as it minimizes the potential for human bias. 

• Scalability: Orthrus's scalability is a boon for organizations with numerous AI systems to classify. 

Whether you have a handful of AI systems or a vast portfolio, Orthrus can handle the workload 

efficiently. Its scalable architecture ensures that extensive compliance efforts are well-

managed, regardless of the number of systems under evaluation. 

• Interpretation of Results: Interpreting the results of risk classification is made user-friendly with 

Orthrus. The platform provides clear and concise reports, allowing you to understand the risk 

levels assigned to each AI system within your organization. These reports are instrumental in 

making informed decisions about the level of scrutiny and compliance measures required for 

each system. 

Criteria for Risk Classification 
Accurate risk classification relies on a well-defined set of criteria, and in this section, we detail the 

criteria used by Orthrus for risk classification under the EU AI Act. Understanding these criteria is 

essential for comprehending how risk levels are assigned to AI systems. 

• Technical Criteria: Technical aspects are critical in determining risk levels. Orthrus takes into 

account the inherent technical characteristics of AI systems, including their complexity, data 

sensitivity, and processing capabilities. The technical criteria provide a foundation for 

classifying AI systems based on their structural attributes. 

• Intended Use: The intended use of an AI system plays a pivotal role in risk classification. Orthrus 

considers how the system is intended to be used, assessing its potential impact and implications 

based on its intended application. The nature of usage is an influential factor in determining 

the level of risk. 
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• Data Usage: Orthrus evaluates how data is used within AI systems, encompassing data sources, 

types of data, and patterns of data usage. Different data usage patterns can lead to variations 

in risk assessment, as the way data is processed and manipulated affects the level of risk. 

• Potential for Harm: The potential for harm or misuse of an AI system is an important factor in 

risk classification. Orthrus assesses the AI system's capacity to cause harm or legal non-

compliance, ensuring that systems with a higher potential for adverse outcomes are 

appropriately classified. 

• Operational Context: The operational context in which an AI system is used also contributes to 

risk classification. Orthrus considers factors such as the operational environment, user base, 

and specific regulations associated with the operating context. These contextual elements 

influence the overall classification of the system. 

Guidelines for Accurate Classification 
Accurate classification is the cornerstone of compliance, and this section provides guidelines to ensure 

the precision of your AI system classification: 

• Documentation: Thorough documentation of each AI system is emphasized to facilitate 

accurate classification. Well-documented systems are easier to classify, and they provide 

transparency and auditability to the compliance process. Keeping comprehensive records of 

system details, functionalities, and data usage is vital. 

• Cross-functional Teams: The involvement of cross-functional teams with diverse expertise is 

encouraged in the classification process. Collaboration between technical experts, legal teams, 

and other relevant stakeholders enhances the accuracy of classification. Different perspectives 

help in making more informed judgments. 

• Regular Reviews: Establishing a process for regular reviews and updates of AI system 

classifications is crucial. AI systems and their operational contexts can change over time. 

Periodic reclassification ensures that your compliance efforts remain up-to-date and in line 

with any evolving circumstances. 

• Testing and Validation: Implementing testing and validation procedures is recommended to 

verify the classification of AI systems. Practical testing validates that the risk level assigned 

aligns with the actual behavior and impact of the system, providing an added layer of accuracy 

to the classification process. 
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Chapter 5: Generating Risk Reports 
 

Generating Comprehensive Risk Reports Using Orthrus 
In this section, we'll explore the detailed steps involved in generating comprehensive risk reports using 

the Orthrus RegTech tool. These reports are essential for AI Act compliance as they provide a clear 

overview of the risk levels associated with your AI systems. 

Data Collection: Ensuring Accurate Input 
Accurate risk reports start with accurate data collection. The first step is to gather all relevant data 

necessary for assessing the risk associated with your AI systems. This includes data related to system 

functionality, data usage, operational context, and any other pertinent information. Adequate data 

collection is the foundation for precise risk assessment. 

Selecting Report Templates: Tailoring to Your Needs 
Orthrus offers various report templates designed to meet different organizational requirements. 

Choosing the right template is crucial for an effective risk assessment process. We'll guide you on how 

to select the most suitable template based on the type of AI systems you want to assess and the specific 

information you want to include in your reports. 

The Report Generation Process: Step by Step 
Once you have collected the necessary data and selected an appropriate template, we'll walk you 

through the step-by-step process of generating your risk reports using Orthrus. This includes inputting 

the collected data, configuring the template, and initiating the report generation. Our detailed guide 

will ensure a smooth and efficient process. 

Interpreting Reports: Making Informed Decisions 
Once your reports are generated, it's crucial to understand their contents. We'll explain how to 

interpret the results and make informed decisions based on the risk assessments provided in the 

reports. This understanding will guide your compliance efforts and help you prioritize actions where 

needed. 

Understanding Risk Assessment Metrics 
Accurate risk reports are based on well-defined risk assessment metrics. In this section, we'll delve into 

the key metrics that Orthrus uses for risk assessment. 

Risk Levels: A Categorization of Risk 
Gain insights into how Orthrus categorizes risk levels for AI systems and understand the implications of 

each level. We'll explain the different risk levels, from low to high risk, and what they signify in terms of 

compliance requirements. This knowledge is essential for prioritizing actions and allocating resources 

effectively. 

Risk Scores: Numerical Representation of Risk 
Explore the concept of risk scores, which provide a numerical representation of the risk associated with 

an AI system. We'll detail how these scores are calculated, what factors they take into account, and 
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their significance in assessing risk. Understanding risk scores enables you to quantitatively compare and 

prioritize AI systems. 

Risk Factors: Influential Components of Risk Assessment 
Learn about the specific risk factors that Orthrus considers during the risk assessment process. These 

factors, such as data sensitivity, system complexity, intended use, and operational context, are 

instrumental in determining the overall risk of an AI system. Understanding the role of these factors 

will help you focus on areas that need attention. 

Comparative Analysis: Evaluating AI Systems 
Discover how Orthrus conducts a comparative analysis of AI systems. This analysis allows you to 

evaluate and compare the risk assessments of different systems within your organization. Comparative 

analysis aids in making strategic decisions and resource allocation based on the relative risks of AI 

systems. 

Customizing and Exporting Reports 
Orthrus offers flexibility in customizing and exporting risk reports to meet your organization's unique 

needs. 

Customization Options: Tailoring Reports 
Explore the customization options within Orthrus, which enable you to tailor your reports to include 

organization-specific details, custom data points, and branding elements. Customization ensures that 

your reports align with your organization's branding and specific compliance requirements. 

Sharing and Distribution: Ensuring Access 
Learn how to effectively share and distribute risk reports within your organization. We'll discuss best 

practices to ensure that the right stakeholders have access to the reports, promoting informed 

decision-making and collaboration among teams. 

Export Formats: Selecting the Right Format 
Orthrus supports various export formats, including PDF, Excel, and more. We'll provide an overview of 

these options and offer insights into selecting the most suitable format for your reporting needs. The 

choice of export format can impact the usability of the reports within your organization. 
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Chapter 6: Post-Market Monitoring  
 

The Importance of Ongoing Monitoring 
Ongoing monitoring is a cornerstone of AI Act compliance, ensuring that AI systems consistently adhere 

to evolving regulations. Here are the key points emphasizing the importance of post-market 

monitoring: 

• Compliance Assurance: Post-market monitoring is your insurance policy for compliance. As 

regulations evolve, your AI systems need to evolve with them. Regular monitoring ensures your 

systems remain compliant, and any gaps are swiftly addressed to prevent non-compliance. 

• Safety and Performance: The safety and optimal performance of AI systems are paramount. 

Post-market monitoring helps identify any issues that may affect system behavior or data 

usage, allowing for timely corrective action to maintain safety and performance standards. 

• Risk Mitigation: Risks associated with AI systems are not static. Ongoing monitoring is essential 

for risk mitigation. By continuously assessing risks, organizations can take preventive measures 

and implement improvements to reduce potential harm or legal non-compliance. 

• User Feedback: User feedback is a valuable source of insights. Ongoing monitoring allows you 

to gather and analyze user experiences and feedback, which can reveal issues or potential risks 

that may not be apparent during initial assessments. User feedback is crucial for improving 

system performance and safety. 

How Orthrus Facilitates Post-Market Monitoring 
Orthrus streamlines the post-market monitoring process, offering features and tools that support 

compliance and safety. Here's how Orthrus makes post-market monitoring efficient: 

• Automated Monitoring: Orthrus automates several aspects of post-market monitoring, such as 

data analysis and compliance checks. It continuously evaluates AI systems against the latest 

compliance requirements, reducing manual workload and ensuring consistency. 

• Alerts and Notifications: Orthrus includes an alerts and notification system to keep you 

informed about any anomalies or issues detected during post-market monitoring. These real-

time alerts enable immediate action to address emerging concerns. 

• Data Insights: Orthrus provides valuable data insights related to AI system performance and 

compliance. These insights are essential for data-driven decision-making. They help you 

understand how AI systems are performing and whether they meet compliance standards. 

• User-Friendly Interface: Orthrus offers a user-friendly interface designed for efficient post-

market monitoring. It is easy to navigate and provides access to the tools and features 

necessary for effective monitoring. Whether you're a compliance officer, data analyst, or 

system administrator, the interface is user-friendly and accessible. 

Identifying and Responding to Emerging Risks 
Emerging risks can disrupt AI Act compliance. Here's how to identify and respond to these evolving 

challenges: 
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• Risk Assessment: Post-market monitoring should include continuous risk assessments. This 

involves evaluating new risks that may emerge and understanding their potential impact on AI 

systems and compliance. Regular risk assessments are essential for staying ahead of potential 

issues. 

• Data Analysis: Ongoing data analysis helps identify emerging trends and patterns that may 

indicate risks. Analyzing data patterns enables early detection of anomalies that may lead to 

risks. It's a proactive approach to maintaining compliance. 

• Response Strategies: Prepare response strategies to address emerging risks. These strategies 

should include corrective actions, updates to AI systems, engagement with regulatory 

authorities, and preventive measures. Being proactive in addressing emerging risks helps 

prevent compliance issues and potential harm. 

• Documentation: Maintain comprehensive records of the post-market monitoring process. 

Documentation ensures transparency, auditability, and accountability. In the event of 

regulatory inquiries or audits, thorough documentation is your evidence of compliance efforts. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

mailto:s.musch@ai-and-partners.com
mailto:m.borrelli@ai-and-partners.com
https://www.ai-and-partners.com/
https://twitter.com/AI_and_Partners
https://www.linkedin.com/company/ai-&-partners/


Orthrus: Compliance Handbook 

19 
 

 
  

EU AI Act – Advisory | Consultancy | Compliance Software 

+31 6 57285579 and +44(0)75 35994 132  

s.musch@ai-and-partners.com and m.borrelli@ai-and-partners.com 

https://www.ai-and-partners.com/ 

https://twitter.com/AI_and_Partners @AI_and_Partners 
https://www.linkedin.com/company/ai-&-partners/  

Chapter 7: Best Practices 
 

Tips for Maximizing Orthrus' Efficiency 
Efficiency is at the core of successful AI Act compliance, and Orthrus offers tools and features to 

optimize your efforts. In this section, we present essential tips and strategies for maximizing Orthrus' 

efficiency: 

• Stay Updated: Regularly update Orthrus to access the latest features and improvements. This 

ensures that your compliance efforts remain in line with evolving regulations and industry best 

practices. 

• Training and Skill Development: Invest in training and skill development for your team. A well-

trained staff is more efficient and can navigate Orthrus effectively. Take advantage of Orthrus-

provided training resources to enhance your team's proficiency. 

• Effective Data Management: Implement robust data management practices to organize, store, 

and retrieve data efficiently. Proper data management is crucial for accurate compliance 

assessments. Orthrus offers tools and guidance to assist in data management. 

• Consistent Data Collection: Ensure consistency in data collection practices across your 

organization. Standardizing data collection methods contributes to more reliable compliance 

assessments. Leverage Orthrus guidelines to establish uniform data collection standards. 

• Regular Internal Audits: Conduct internal audits at regular intervals to evaluate your 

compliance processes. Audits help identify issues and areas for improvement. Orthrus supports 

audit processes with comprehensive reporting and tracking capabilities. 

Integrating Orthrus into Your Compliance Strategy 
Effective integration of Orthrus into your overall compliance strategy is essential for a streamlined and 

efficient compliance program. This section offers valuable insights for successful integration: 

• Alignment with Compliance Objectives: Define how Orthrus aligns with your organization's 

compliance goals and regulatory requirements. Ensure that your use of Orthrus contributes to 

achieving these objectives effectively. 

• Interdepartmental Collaboration: Promote collaboration between different departments 

within your organization. Compliance is a cross-functional effort, and Orthrus facilitates 

cooperation by offering tools for data sharing and reporting. Encourage communication and 

information sharing between relevant teams. 

• Scheduled Meetings and Updates: Regularly schedule meetings to discuss Orthrus usage and 

compliance progress. Keeping all stakeholders informed about compliance efforts and Orthrus 

updates is crucial for a coordinated approach. 

• Compliance Training: Provide comprehensive training for all staff members involved in 

compliance activities. Well-informed team members are essential for the successful integration 

of Orthrus. Ensure that your team is proficient in both Orthrus usage and AI Act compliance. 

• Data Integration: Explore opportunities for integrating Orthrus with your existing data 

management systems. Seamless data integration streamlines the compliance process, reduces 
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manual data entry, and ensures data consistency. Orthrus offers support for data integration 

efforts. 

Real-Life Case Studies 
Learning from real-life examples is a valuable way to understand how Orthrus can be effectively utilized 

in AI Act compliance. In this section, we present real-life case studies that highlight successful 

compliance strategies with Orthrus. These case studies offer practical insights into how organizations 

have leveraged Orthrus to achieve their compliance goals. By reviewing these cases, you can gain a 

deeper understanding of how Orthrus can be tailored to specific compliance needs and challenges. 
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Chapter 8: Frequently Asked Questions (FAQs) 
 

Answers to Common User Queries 

How do I get started with Orthrus? 
To begin your journey with Orthrus, refer to Chapter 2 for a comprehensive guide on the registration 

and setup process. This step-by-step process will help you create an account and configure Orthrus to 

meet your organization's specific requirements. 

What is the role of the Dashboard in Orthrus? 
The Orthrus Dashboard, detailed in Chapter 2, plays a pivotal role in your compliance efforts. It serves 

as your central hub for managing AI systems, conducting risk assessments, and overseeing compliance 

initiatives. Through the Dashboard, you can gain an overview of your compliance status and access 

various features that enable efficient management. 

What user roles and permissions are available in Orthrus? 
In Chapter 2, you'll find extensive information on user roles and permissions in Orthrus. These roles, 

including Administrator, Analyst, and Viewer, define the level of access and actions that users can 

perform within the platform. Understanding these roles is crucial for assigning responsibilities 

effectively within your compliance team. 

How does Orthrus assess AI systems for risk classification? 
Chapter 4 is your go-to resource for understanding Orthrus' methodology and criteria for assessing AI 

systems in terms of risk classification. This section delves into the intricate details of how Orthrus 

analyzes system functionalities, data usage, and other relevant factors to assign risk levels accurately. 

Can Orthrus handle risk classification for large organizations with numerous AI systems? 
Absolutely, Orthrus is designed with scalability in mind. Chapter 4 provides insights into how Orthrus 

can efficiently manage risk classification for organizations with a substantial number of AI systems. It 

ensures that your compliance needs are met, regardless of the scale of your organization. 

Troubleshooting Orthrus 

I'm encountering technical issues with Orthrus. What should I do? 
If you run into technical challenges, Chapter 8 offers guidance on common troubleshooting steps. This 

resource will help you diagnose and resolve issues. If the problem persists, it is advisable to contact 

Orthrus support for more specialized assistance. 

I'm having difficulty understanding risk reports generated by Orthrus. How can I improve my 

interpretation of these reports? 

Chapter 5 provides insights into interpreting risk reports generated by Orthrus. If you still face 

challenges in understanding the results, consider engaging your Orthrus support team. They can offer 

clarification and guidance to ensure you make well-informed decisions based on the reports. 
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Contacting Support 

How can I reach out to Orthrus support for assistance? 
Chapter 8 includes information on how to contact Orthrus support. Typically, you can reach out through 

email, a dedicated support portal, or a phone hotline. The Orthrus support team is there to assist you 

with any questions or issues you may encounter during your compliance journey. 
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Chapter 9: Glossary of Terms  
 

AI Act (EU AI Act): 
The European Union AI Act, a comprehensive regulatory framework governing artificial intelligence 

within the EU. It sets the legal requirements and standards for the development, deployment, and use 

of AI systems. 

Artificial Intelligence (AI): 
AI refers to the capability of a machine or computer program to perform tasks that typically require 

human intelligence. These tasks include problem-solving, learning, and decision-making. 

Risk Classification: 
The process of evaluating and categorizing AI systems based on their potential risks and impacts. Risk 

classification determines the level of scrutiny and compliance requirements an AI system must adhere 

to under the EU AI Act. 

Compliance: 
Compliance, in the context of the EU AI Act, refers to the adherence of AI system developers and 

operators to the legal and regulatory requirements stipulated in the Act. Compliance ensures that AI 

systems meet the prescribed safety and ethical standards. 

Data Sensitivity: 
The classification of data based on its level of sensitivity and potential risk. Sensitive data, such as 

personal information, may require stricter protection and handling. 

Audit Trail: 
An audit trail is a chronological record that documents each event or action taken with an AI system. It 

ensures transparency and accountability in AI system operation and usage. 

Algorithm: 
An algorithm is a step-by-step set of instructions or procedures that a computer or AI system follows to 

perform a specific task or solve a problem. 

Operational Context: 
Operational context refers to the environment in which an AI system is used, including factors such as 

the user base, geographical location, and specific use cases. The operational context can influence risk 

assessment and compliance requirements. 

User Feedback: 
User feedback is information provided by individuals who interact with an AI system. Feedback can 

include comments, suggestions, or complaints and is valuable for assessing system performance and 

identifying potential issues. 
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Regulatory Authority: 
A regulatory authority is a government agency or organization responsible for overseeing and enforcing 

regulatory compliance within a specific jurisdiction. In the context of the EU AI Act, regulatory 

authorities are responsible for ensuring compliance with AI regulations. 

Ethical AI: 
Ethical AI refers to the development and use of artificial intelligence systems in a manner that adheres 

to ethical principles, values, and norms. It prioritizes fairness, transparency, and accountability in AI 

system behavior. 

Accuracy: 
Accuracy is a measure of how well an AI system's outputs or predictions align with the actual or desired 

outcomes. It is a key factor in assessing AI system performance and compliance. 

Transparency: 
Transparency in AI refers to the openness and clarity of an AI system's operations, decision-making 

processes, and data usage. Transparent AI systems are designed to provide insights into their inner 

workings. 

Bias: 
Bias in AI refers to the presence of unfair or prejudiced behavior in AI system outputs or decisions, often 

resulting from biased training data or algorithms. Addressing bias is a critical component of AI Act 

compliance. 

Human Oversight: 
Human oversight involves the monitoring and control of AI systems by human operators or decision-

makers. It is an important aspect of ensuring that AI systems comply with ethical and legal standards. 

Risk Assessment: 
Risk assessment is the process of evaluating potential risks and their impact associated with AI systems. 

It is a foundational step in determining risk classification and compliance requirements. 

Regulatory Compliance: 
Regulatory compliance involves adhering to the legal requirements and standards set forth by 

regulatory authorities, such as the EU AI Act. Compliance ensures that AI systems meet the prescribed 

regulations and guidelines. 

Stakeholder: 
A stakeholder is any individual, group, or entity that has an interest or concern in the development, 

deployment, or use of AI systems. Stakeholders can include users, developers, regulatory authorities, 

and the public. 

mailto:s.musch@ai-and-partners.com
mailto:m.borrelli@ai-and-partners.com
https://www.ai-and-partners.com/
https://twitter.com/AI_and_Partners
https://www.linkedin.com/company/ai-&-partners/


Orthrus: Compliance Handbook 

25 
 

 
  

EU AI Act – Advisory | Consultancy | Compliance Software 

+31 6 57285579 and +44(0)75 35994 132  

s.musch@ai-and-partners.com and m.borrelli@ai-and-partners.com 

https://www.ai-and-partners.com/ 

https://twitter.com/AI_and_Partners @AI_and_Partners 
https://www.linkedin.com/company/ai-&-partners/  

Vendor Lock-In: 
Vendor lock-in is a situation where an organization becomes dependent on a specific AI system provider 

or vendor, making it challenging to switch to alternative solutions. It can impact flexibility and 

compliance options. 

Non-Discrimination: 
Non-discrimination, as per the EU AI Act, is the principle that AI systems should not unjustly discriminate 

against individuals based on factors such as race, gender, or other protected characteristics. 

Compliance requires measures to prevent discriminatory behavior. 

Feedback Loop: 
A feedback loop is a mechanism in AI systems that allows them to adapt and improve based on user 

feedback and data. It is important for optimizing system performance and addressing compliance 

concerns. 

AI System Lifecycle: 
The AI system lifecycle encompasses all stages of an AI system's development, deployment, and 

operation, from inception to retirement. Compliance and monitoring extend throughout this lifecycle. 
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Chapter 10: Resources and References 
 

Additional Reading and External Resources: 
AI Act Compliance Handbook - A comprehensive guide that deepens your understanding of AI Act 

compliance, providing practical insights and solutions to common challenges. 

Links to Relevant EU AI Act Documentation: 
• Full Text of the EU AI Act - Access the official full text of the EU AI Act regulation to gain in-

depth knowledge of the requirements and obligations. 

• EU AI Act Guidelines - Find guidelines and clarifications provided by EU regulatory authorities 

to assist organizations in complying with the AI Act. 

• EU AI Act Amendments - Stay updated with the latest amendments and revisions to the EU AI 

Act to ensure that your compliance efforts remain current. 

Regulatory Updates: 
Stay informed about the evolving landscape of AI Act compliance with the following regulatory updates: 

• Recent Amendments (August 2023): These updates provide insights into the most recent 

changes made to the EU AI Act and their implications for organizations. 

• Upcoming Compliance Deadlines: Learn about upcoming deadlines and key milestones for AI 

Act compliance to effectively plan your strategy. 

• Regulatory Authority Announcements: Stay updated with announcements and 

recommendations from EU regulatory authorities related to AI Act compliance. 

Appendices: 
• Orthrus User Agreement: The user agreement outlines the terms and conditions for using 

Orthrus, ensuring clarity and transparency in your interactions with the platform. 

• Sample Risk Reports: Examine sample risk reports generated by Orthrus for reference and as 

examples of effective reporting. 
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